
The S32N55 vehicle super-integration 
processor accelerates the development of 
centralized software-defined vehicle (SDV) 
architectures.  The S32N55 processor is 
ideal for a central vehicle controller that 
consolidates many electronic control units 
(ECUs) by safely integrating cross-vehicle 
real-time functions.  The S32N55 processor 
helps simplify the complexity and improves 
the time-to-market for SDV real-time 
ECU consolidation without compromising 
security or safety.

As the industry’s first 5nm safe automotive 
processor, the S32N55 combines high-
performance real-time processing 
with on-chip hardware isolation and 
virtualization, advanced functional safety 
and fault recovery, robust hardware 
security engine, network acceleration 
and flexible memory expansion support.  
The S32N55 processor is developed in 
accordance with ISO/SAE 21434 and UN 
R155 processes for cybersecurity and ISO 
26262 for functional safety up to ASIL D.

Target Applications
• Centralized real-time vehicle control for SDVs

• Domain and cross-domain real-time function 
integration

• Safety processing

• Factory automation / industrial controllers

Enablement
• Hardware evaluation boards

• S32N Vehicle Integration Platform reference 
software

• AUTOSAR® Classic Platform, Zephyr® Project and 
FreeRTOS™ real-time operating systems

• Real-Time Drivers (RTD) with AUTOSAR MCAL 
support

• Inter-Platform Communication Framework (IPCF)

• Type-1 hypervisor (EL2 monitor)

• S32 Design Studio IDE

 – GCC compiler, configuration tools (IVT, 
DCD, DDR, AUTOSAR), trace and debugger 
components, flash programmer

• Firmware for hardware accelerators (HSE2, 
Communication Real-Time Subsystem, System 
Manager)

• S32 Safety Software Framework (SAF) and 
Structural Core Self-Test (SCST)

• Automotive Math and Motor Control Library 
(AMMCLib)

• NXP eIQ® Auto ML Software Development 
Environment 

• Virtual support for early software development 
and regression testing 
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SafeAssure Functional Safety Program
Functional safety. Simplified.

The S32N55 processor is part of NXP’s SafeAssure 
functional safety program, which is designed to 
help system manufacturers more easily achieve 
system compliance with International Standards 
Organization ISO 26262 functional safety standards.  

The program highlights our hardware and software 
solutions that are optimally designed to support 
functional safety implementations and come 
with a rich set of enablement collateral.  For more 
information, visit www.nxp.com/SafeAssure.
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Key Features Benefit(s)

16x Arm® Cortex®-R52 real-time processors operating up to 1.2 GHz High-performance real-time processing with flexible split/lockstep 
support for integration of vehicle functions with mixed-criticality 

Full on-chip hardware core-to-pin isolation and virtualization Provides freedom from interference for multiple integrated ECUs.  
Keeps fault impact at ECU level with separate runtime control for 
each ECU.

Quality-of-Service mechanisms for shared resources Ensures access and bandwidth for each integrated ECU

Safe System Manager implemented with dual-core lockstep Arm 
Cortex-M7 cores

Provides functional safety management for the device.

Large amount of on-chip SRAM with diverse memory interfaces SRAM supports fast execution for multiple real-time applications.  
Flexible external memory interfaces (NOR flash, NAND flash, SDIO, 
LPDDR4x Flash and LPDDR4x/5 DRAM) allow for future memory 
expansion and OTA update support with execute in place (XiP) 
options.

Integrated hardware security engine (HSE2) for root of trust (RoT) Supports secure boot, security services and key management 

Distributed security approach with engines physically located near 
modules/peripheral 

Provides increased availability of security services, increased 
parallelism of security operations, clearer prioritization between 
tasks, and minimized latency

Public key infrastructure and support of Post-Quantum 
Cryptography (PQC) algorithms

Support for secure boot and Over-the-Air (OTA) upgradability to 
help future-proof designs for emerging security requirements

CAN Hub with CAN I/O virtualization to share CAN I/O pins CAN frames can be routed to multiple integrated ECUs. Provides 
efficient filtering and routing between ECUs.  CAN handling is 
offloaded from the host core.

Integrated Time-Sensitive Networking (TSN) Gigabit Ethernet switch 
(NETC3) with dual Ethernet MACs each operating up to 2.5 Gbps 

Removes external Ethernet switch for system BoM cost reduction

Real-Time Unit 0
(4 x Arm® Cortex®-R52)

64 / 16 / 16 KB TCM

1 MB L2 Cache

FPUNeon™ SIMD FPUNeon SIMD

Real-Time Unit 1
(4 x Arm Cortex-R52)

1 MB L2 Cache

Real-Time Unit 2
(4 x Arm Cortex-R52)

1 MB L2 Cache

Real-Time Unit 3
(4 x Arm Cortex-R52)

1 MB L2 Cache

Ethernet Acceleration

2x Octal NOR Flash I / F

eMMC/SDXC NAND Flash I / F

48 MB Platform SRAM with ECC

Memory Communication Real-Time Subsystem (CSR)

Communication Manager

TCM 256 KB 3 MB SRAM

8x LIN 1x 2-ch FlexRay®

Security Offload Timestamping

SerDes SerDes

SerDes SerDes

Physical Protection

Resource Isolation Architecture

Random Number Generators

E-Fuses

Lifecycle

Symmetric/Asymmetric Cryptos

Hardware Security Engine (HSE2)

7x I2C

16-ch SENT

2x PSI5 2x PSI5 Serial

Security

Control and Status

4x 4-ch FlexTimer

System and Watchdog Timers (1x per processor)

Timers

Secure Memory Secure Processing

eXtended Resource Domain Controller (HW isolation)

2x LIN

Power Control, Clocks, Reset

1x 1.5 V 12-bit SAR ADC (12-ch)

Debug

FCCU, MBIST, LBIST

Enhanced Direct Memory Access (lockstep)

System MMU (ATU)

Foundation Subsystem (FSS)

PMIC I2C Interface

Secure State Machines

Cortex-R52
Split-Lock

Cortex-R52
Split-Lock

Periodic Interrupt Timer

Cortex-M7 (lockstep)256 KB Standby SRAM with ECC

1x 32-bit LPDDR I / F with ECC and In-Line Encryption

(LPDDR4X Flash, LPDDR4X / 5 / 5X DRAM)

8x SPI

3x 2-ch I2S

5x UART

GPIOs

Ethernet Subsystem (NETC3)

TSN Ethernet Switch

10 Mb / 100 Mb /
1 Gb / 2.5 Gb

MAC

10 Mb / 100 Mb /
1 Gb / 2.5 Gb

MAC

CAN Hub with 24x CAN / CAN FD 4x CAN XL

1x PCIe Gen 4 Root Complex (x1 / x2)

TCM 1 MB

System Manager

Cortex-M7 (lockstep)

64 / 16 / 16 KB TCM

32 / 16 KB L1 Cache 32 / 16 KB L1 Cache

64 / 16 / 16 KB TCM

FPUNeon™ SIMD FPUNeon SIMD
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Split-Lock

Cortex-R52
Split-Lock

64 / 16 / 16 KB TCM

32 / 16 KB L1 Cache 32 / 16 KB L1 Cache

64 / 16 / 16 KB TCM

FPUNeon™ SIMD FPUNeon SIMD
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Split-Lock

Cortex-R52
Split-Lock

64 / 16 / 16 KB TCM

32 / 16 KB L1 Cache 32 / 16 KB L1 Cache

64 / 16 / 16 KB TCM
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Cortex-R52
Split-Lock
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64 / 16 / 16 KB TCM
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Block Diagram

Features and Benefits

http://www.nxp.com/SafeAssure

